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Abstract of the contribution: This paper provides a conclusion for key issues IMS#1, IMS#2, IMS#3 on IMS support for RLOS.
Discussion
There are currently 4 solutions dealing with key issues IMS#1, IMS#2, and IMS#3; solution 3, solution 5, solution 7, and solution 10.
Solution 10 is based on skipping IMS registration in its entirety. Solution 10 was based on the analogy with UEs in limited service initiating emergency calls and where IMS emergency registration can be skipped since these UEs don’t have credentials, and/or cant be authenticated. This is not the case for an operator owning the user and who roamed in a restricted area, and as such these regulations don’t apply in this case. Furthermore, under these regulations, if applicable, it is expected that "anonymous user" will be included in the RLOS session initiation request like emergency calls. Hence there is no way to charge a user.
[Proposal-1] Solution 10 is excluded for any further consideration.
Solution 3 is based on reusing the emergency registration and emergency session initiation procedures deployed in S8HR model for UEs requesting RLOS. The only difference being that the IMS registration procedure includes an additional indication to identify the Registration for RLOS. No RLOS indications are included in the RLOS session (in SIP INVITE).
[Observation-1] Solution 3 procedure does not apply to operator whose users can be authenticated using existing IMS procedures. Solutions 3 applies only to manual roamers that can’t be authenticated. Furthermore, the S8HR solution was built on the assumption that access authentication is being performed, which is not the case for manual roamers attaching for RLOS, and where access authentication is skipped. Hence the applicability of the S8HR solution to RLOS is incorrect given that the assumptions are different for both scenarios.
[Proposal-2] Solution 3 is excluded as a solution for UEs attaching for RLOS and where access authentication is skipped.
Solutions 5 and 7 have similarities and differences. The analysis will examine the two main uses cases separately:

IMS Unauthenticated UEs;

IMS Registration: The two solutions are mostly aligned when it comes to IMS registration. Regular IMS registration is performed and IMS authentication is skipped. An RLOS indication is included in the IMS registration. There are more details in solution 7 regarding how a S-CSCF is chosen in this case, and the fact that a default profile is allocated to the UE. One of the differences between both solutions is that solution 5 have additional checks which can optionally be performed, such as validating that the RLOS related PDN was used for the IMS registration.
 [Proposal-3] Adopt solution 7 for IMS registration for unauthenticated UEs as the base solution. Include the additional checks from solution 5 as optional features that can be supported. 
IMS RLOS Sessions: There are differences between the 2 solutions when it comes to initiating RLOS IMS sessions. Solution 7 requires an indication in an IMS RLOS session. This ensures that RLOS related CDRs are identifiable and ensures that operator IMS RLOS sessions related policies, if configured, can be applied. There are essentially more details in solution 7.

[Proposal-4] Adopt solution 7 for IMS RLOS sessions for unauthenticated UEs since it encompasses all elements in solution 5 and includes additional features for flexibility.
IMS Authenticated UEs:
IMS Registration: The two solutions are mostly aligned when it comes to IMS registration. Regular IMS registration and authentication is performed. An RLOS indication is included in the IMS registration. One of the differences between the 2 solutions is that solution 7 treats RLOS as just an additional capability that can be supported by some S-CSCFs and that the I-CSCF can then select the appropriate S-CSCF for a UE registering for RLOS. Solution 5 does not address this aspect and indeed is a gap in solution 5
[Proposal-5] Adopt solution 7 for IMS registration for authenticated UEs.
IMS RLOS Sessions: There are differences when it comes to initiating RLOS IMS sessions. Solution 7 requires an indication in an IMS RLOS. This enables bypassing originating services, ensuring that RLOS related CDRs are identifiable, and IMS RLOS sessions related policies, if configured, can be applied. Solution 5 does not address these aspects and indeed is a gap in solution 5.

[Proposal-6] Adopt solution 7 for IMS RLOS sessions for authenticated UEs

Proposal

It is proposed to update TS 23.715 and capture this in the conclusion 
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Conclusions

Editor's note:
This clause will capture agreed conclusions from the study.

 The following conclusion are adopted for key-Issues IMS#1, IMS#2, and IMS#3:
· To support IMS unauthenticated UE solution 7 is adopted complemented with the solution 5 optional capabilities for security checks.
· To support IMS authenticated UEs solution 7 is adopted
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